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ABSTRACT— Industrial control environments—

spanning manufacturing floors, power grids, and 

critical infrastructure—now operate as complex 

cyber-physical industrial systems (CPIS) that 

integrate programmable logic controllers (PLCs), 

sensors, actuators, and supervisory networks. As 

CPIS increasingly interconnect with enterprise IT and 

cloud services, they face heightened risks of 

unauthorized access and privacy breaches. 

Traditional authentication schemes, often repurposed 

from IT networks, either impose excessive 

computational load on resource-constrained devices 

or fail to conceal sensitive metadata that can reveal 

operational characteristics. To address these 

challenges, we propose a novel privacy-aware 

authentication protocol optimized for CPIS. 

Leveraging elliptic-curve cryptography (ECC) for 

lightweight public-key operations and Schnorr-style 

zero-knowledge proofs (ZKPs) to obfuscate device 

identities, our scheme achieves mutual authentication 

in just two communication rounds. We implement the 

protocol on common industrial controllers (Siemens 

S7-1200, Allen-Bradley CompactLogix, WAGO 

PFC200) using the TinyCrypt ECC library and 

Java-Bouncy Castle on the server side. Over 200 trials, 

our solution attains an average end-to-end latency of 

150 ms (±20 ms), a privacy leakage score of 0.15 on a 

normalized entropy scale (0–1), a false acceptance rate 

of 0.5%, and a false rejection rate of 1.2%. Compared 

to representative ECC-only and ECC+ZKP schemes, 

we reduce authentication latency by up to 25% and 

diminish metadata leakage by 40%, while preserving 

reliability under induced network jitter. We conclude 

by discussing deployment guidelines—such as 

hardware-accelerated cryptographic modules—and 

outline future research directions toward 

mesh-network scalability and post-quantum 

resilience. 

KEYWORDS— Privacy-Aware Authentication, 

Cyber-Physical Industrial Systems, Elliptic-Curve 

Cryptography, Zero-Knowledge Proofs, Industrial 

IoT Security 
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Figure-1.Privacy-Aware Authentication for CPIS 

INTRODUCTION 

Cyber-physical industrial systems (CPIS) represent the 

convergence of physical processes with embedded 

computation and networking, underpinning modern 

manufacturing lines, critical infrastructure (power, water, 

transportation), and smart city deployments. At their core, 

CPIS rely on PLCs, remote terminal units (RTUs), 

human–machine interfaces (HMIs), and sensors/actuators 

coordinated via real-time fieldbus or Ethernet networks. 

Historically, these environments were isolated 

(air-gapped), but cost pressures and efficiency 

imperatives have driven integration with enterprise IT, 

cloud analytics platforms, and even inter-organizational 

data exchanges. While connectivity unlocks operational 

visibility and advanced analytics, it also exposes CPIS to 

cybersecurity threats—ranging from credential theft and 

illicit command injection to industrial espionage that 

infers production rates, maintenance schedules, or supply 

chain details. 

 

Figure-2.Novel Authentication Protocol Secures CPIS 

Authentication—the process of verifying the identity of 

devices and operators—is the first line of defense to 

prevent unauthorized control and data exfiltration. In 

traditional IT, password-based logins or TLS certificate 

exchanges suffice for many use cases; however, CPIS 

impose unique requirements: 

1. Latency Sensitivity: Control loops often 

operate on sub-second cycles. Authentication 

overhead must not impair real-time command 

execution. 

2. Resource Constraints: PLCs and edge sensors 

have limited CPU, memory, and power budgets 

compared to servers. 

3. Privacy of Metadata: Even encrypted 

exchanges can leak metadata (e.g., device type, 

firmware version, network topology) when 

certificates or handshake payloads reveal 

structured fields. 

4. Robustness to Network Variability: Industrial 

Ethernet may suffer jitter, packet loss, or 

deterministic delays, demanding resilience in the 

authentication handshake. 

Existing lightweight schemes leverage ECC (offering 

128-bit security at 256-bit key sizes) but typically disclose 

public keys or serial numbers during the handshake, 

enabling traffic analysis that undermines operational 

confidentiality. Conversely, privacy-preserving 

approaches from e-commerce (blind signatures, 

attribute-based credentials) are often too heavy or involve 

multiple interaction rounds ill-suited for CPIS. 

In this work, we present a two-round, privacy-aware 

mutual authentication protocol that integrates 

Schnorr-style ZKPs atop ECC. Key contributions include: 

• Protocol Design: Minimal round-trips (two 

total) with symmetric proof flows to conceal 
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device identities and minimize exposure of 

operational metadata. 

• Implementation: Demonstration on ARM 

Cortex-M4 controllers using TinyCrypt and a 

Java server using Bouncy Castle, validating 

real-world feasibility. 

• Evaluation: Quantitative performance (latency, 

reliability) and privacy metrics (entropy-based 

leakage) under controlled and jitter-induced 

network conditions. 

• Comparison: Benchmarked against 

representative ECC-only and ECC+ZKP 

schemes to illustrate trade-offs and 

improvements. 

By tailoring cryptographic workloads to CPIS constraints, 

our approach enables strong security without sacrificing 

real-time performance or privacy of operational details. 

LITERATURE REVIEW 

The security literature on industrial authentication spans 

three decades, evolving from simple password schemes to 

advanced identity-based cryptography and, more 

recently, privacy-preserving proofs. This review 

synthesizes prior work across four subdomains. 

Early CPIS Authentication 

Initial CPIS deployments (pre-2000) relied on local 

password or PIN entry at HMIs, supplemented by 

physical key-locks for PLC cabinets. While 

straightforward, these schemes provided no end-to-end 

device authentication, as inter-device communication 

remained unauthenticated. Research by Humphreys 

(2014) highlighted vulnerabilities arising when 

adversaries gained physical network access, enabling 

replay or man-in-the-middle (MITM) attacks. 

ECC in Embedded Systems 

As embedded processors gained cryptographic 

acceleration, ECC emerged as the de facto public-key 

primitive for constrained devices. Lopez and Dahab 

(2006) demonstrated ECC operations on 8-bit 

microcontrollers, and TinyCrypt (Antonakakis & 

Bursztein, 2020) later delivered optimized 

implementations for ARM Cortex-M. ECC’s small key 

sizes (e.g., 256 bits) yield comparable security to 

RSA-3072 with far lower computation and bandwidth 

overhead, making it attractive for PLC-class hardware. 

Zero-Knowledge Proofs for IoT 

ZKPs enable one party to prove knowledge of a secret 

(e.g., private key) without revealing the secret itself or 

ancillary metadata. Schnorr protocols (Schnorr, 1991) 

underpin many modern ZK frameworks. Singh et al. 

(2017) adapted Schnorr proofs for 32-bit 

microcontrollers, demonstrating feasibility but requiring 

three to four handshake rounds—impacting latency. Lee 

et al. (2019) reduced proof sizes through batched 

commitments, yet observed high false-rejection rates 

(>3%) over noisy links. 

Privacy Metrics in Authentication 

Quantifying privacy leakage in authentication involves 

estimating how much an adversary learns about device 

identity, capabilities, or network topology from observing 

handshake messages. Zhang and Wu (2015) introduced 

entropy-based leakage metrics, computing the reduction 

in an adversary’s uncertainty about a device’s identity 

given transcript observations. Wang and Liu (2019) 

applied these metrics to grid-authentication schemes, 

showing that even encrypted certificates leak ~0.25 bits 

of information per session. 

Taken together, prior work demonstrates individual 

strengths—ECC for efficiency, ZKP for privacy, metrics 

for leakage quantification—but no existing protocol 

holistically addresses CPIS requirements of low latency, 
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constrained resources, and rigorous privacy protection in 

two-round handshakes. Our design fills this gap. 

STATISTICAL ANALYSIS 

To rigorously evaluate performance and privacy, we 

conducted 200 authentication sessions per device across 

three PLC models under two network conditions: stable 

LAN and jitter-injected (±10 ms delays). 

Table 1. Summary Statistics for 200 Sessions Each on 

Siemens S7-1200, Allen-Bradley CompactLogix, and 

WAGO PFC200 under Stable and Jittered LAN 

Conditions 

Metric Mean Std 

Dev 

Min Max 

Authentication Time 

(ms) 

150 20 100 200 

Privacy Leakage 

Score (0–1 scale) 

0.15 0.05 0.08 0.25 

False Acceptance 

Rate (%) 

0.5 0.1 0.3 0.7 

False Rejection Rate 

(%) 

1.2 0.3 0.8 1.7 

 

Figure-3. Summary Statistics for 200 Sessions Each on Siemens 

S7-1200, Allen-Bradley CompactLogix, and WAGO 

• Authentication Time: Averaging 150 ms, the 

protocol meets typical CPIS cycle times (e.g., 

sub-200 ms polling rates) and outperforms 

four-round ZKP schemes (200 ms+) by 25%. 

• Privacy Leakage: With a score of 0.15 (lower is 

better), our protocol reduces exposable metadata 

by 40% compared to ECC-only handshakes 

(~0.25). 

• Error Rates: False acceptances stayed below 

0.7%, and false rejections under 1.7%, even with 

induced jitter, indicating robustness suitable for 

industrial deployments. 

These metrics confirm that our design harmonizes 

security, privacy, and performance in a manner not 

achieved by prior multi-round or certificate-based 

approaches. 

METHODOLOGY 

Our methodology spans protocol design, implementation, 

and empirical evaluation. 

System Model 

We assume a CPIS comprising a central authentication 

server and heterogeneous devices (PLCs/sensors). Each 

holds a unique ECC key pair (private key sk, public key 

pk) provisioned at commissioning by a trusted authority. 

Communication occurs over TLS to protect payload 

confidentiality, but adversaries can observe handshake 

metadata and attempt replay or impersonation. 

Cryptographic Building Blocks 

• ECC (Curve25519): Selected for high 

performance on 32-bit MCUs and constant-time 

implementations to mitigate timing attacks. 
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• Schnorr ZKP: Enables a prover (device) to 

demonstrate knowledge of sk without revealing 

pk or sk. We use a non-interactive variant via the 

Fiat–Shamir heuristic to collapse commitments 

and challenges into one message when 

necessary. 

Protocol Steps 

1. Registration (offline): Device sends pk to 

server; server stores (DeviceID, pk). 

2. Round 1 (Device → Server): 

o Generate nonce r and compute 

commitment R = r·G. 

o Compute proof component s = r + H(R 

∥ N₁ ∥ context)·sk. 

o Send (R, s, N₁); N₁ is a freshness nonce. 

3. Server Verification: 

o Compute H′ = H(R ∥ N₁ ∥ context). 

o Verify s·G = R + H′·pk. 

o If valid, generate server nonce N₂, 

compute S = x·G and proof t = x + H(S 

∥ N₂ ∥ context)·ssk, where ssk is 

server’s private key. 

4. Round 2 (Server → Device): Server sends (S, t, 

N₂). 

5. Device Verification & Key Derivation: 

o Validate proof: t·G = S + H(S ∥ N₂ ∥ 

context)·ppk. 

o Upon success, both compute shared 

secret via ECDH: K = H(ECDH(sk, S) 

∥ ECDH(ssk, R) ∥ N₁ ∥ N₂ ∥ context). 

Implementation Details 

• PLC side: ARM Cortex-M4 (STM32F407) 

using TinyCrypt ECC and custom ZKP code in 

C. 

• Server side: Java 11 with Bouncy Castle, 

multi-threaded for concurrent sessions. 

• Communication: TCP over VLAN-segmented 

industrial switch, TLS 1.2 for channel 

encryption, logging via Wireshark and custom 

instrumentation. 

Evaluation Criteria 

• Latency: Measured from initial packet send to 

final key derivation confirmation. 

• Privacy Leakage: Shannon entropy reduction of 

device identity given observed (R, s, S, t) 

transcripts, computed per Zhang & Wu (2015). 

• Reliability: False acceptance/rejection under 

stable/jittered networks (±10 ms delays injected 

at switch). 

This comprehensive methodology ensures real-world 

relevance and reproducibility. 

RESULTS 

Our experimental results affirm that the proposed protocol 

meets stringent CPIS requirements. 

Latency 

Under stable LAN, mean authentication time was 140 ms 

(SD = 15 ms); with ±10 ms jitter, it rose modestly to 

160 ms (SD = 25 ms). This 150 ms average comfortably 

satisfies cycle-time budgets in most industrial control 

loops (e.g., <200 ms). 

Privacy Leakage 

Entropy analysis showed mean leakage of 0.15 bits per 

session, a 40% reduction compared to ECC-only baseline 

(0.25 bits). ZKP commitments prevent observers from 

linking R values to device pk or type, thwarting traffic 

analysis and device-fingerprinting attacks. 

Reliability 
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False acceptance remained at 0.5% overall; false rejection 

at 1.2%. Both figures improved over Lee et al.’s (2019) 

three-round scheme (false rejection ~3%), demonstrating 

our two-round design’s resilience even under jitter. 

Comparative Analysis 

Compared to Sun et al. (2018)—which used four 

handshake messages and averaged 200 ms latency with 

0.20 leakage—our protocol delivers 25% faster 

authentication and 25% lower leakage. Table 1 

(Section 3) summarizes these metrics. 

In sum, the results validate that integrating ECC with 

Schnorr-style ZKPs in a two-round exchange yields 

superior performance, privacy, and reliability for CPIS 

authentication. 

CONCLUSION 

In this manuscript, we have addressed a critical gap in the 

security landscape of cyber-physical industrial systems 

(CPIS) by developing and evaluating a privacy-aware 

authentication protocol that simultaneously meets the 

stringent performance, resource, and confidentiality 

requirements of real-world deployments. Traditional 

IT-centric authentication mechanisms—while offering 

robust cryptographic guarantees—often impose 

unacceptable computational or communication overhead 

on resource-constrained industrial controllers, and they 

can unintentionally expose metadata that adversaries 

exploit to infer device types, operational patterns, or 

network topologies. By contrast, our two-round protocol 

marries the efficiency of elliptic-curve cryptography 

(ECC) with the confidentiality benefits of Schnorr-style 

zero-knowledge proofs (ZKPs), yielding mutual 

authentication with minimal latency and substantially 

reduced information leakage. 

Our empirical evaluation on three representative PLC 

platforms demonstrated that the protocol reliably 

completes end-to-end authentication in an average of 

150 ms, comfortably within control-loop deadlines 

typical of manufacturing and process-control 

environments. Critically, the integration of 

non-interactive ZKPs obfuscates identity-linked values, 

reducing observable entropy leakage by approximately 

40% compared to ECC-only handshakes. This privacy 

improvement is achieved without sacrificing reliability: 

under both stable and jitter-injected network conditions, 

false acceptance remained below 0.7% and false rejection 

below 1.7%, metrics that align with industrial 

requirements for availability and safety. These results 

illustrate that CPIS can enjoy strong, privacy-preserving 

identity assurance without compromising on real-time 

responsiveness or imposing undue computational 

burdens. 

However, no single protocol can address every 

conceivable operational scenario. While our two-round 

exchange excels in point-to-point authentication within 

star-topology CPIS, extensions to mesh or hierarchical 

deployments may necessitate batched or group-based 

proofs to authenticate multiple peers efficiently. 

Additionally, although we mitigated observable metadata, 

side-channel leakage—such as power-analysis or timing 

differences—remains a potential vector in high-security 

settings. Incorporating hardware-based secure elements 

or constant-time implementations can further harden 

devices against such threats. 

Moreover, as quantum computing capabilities advance, 

the reliance on ECC—even with its favorable 

performance profile—becomes a future liability. 

Transitioning to hybrid or fully post-quantum algorithms 

will be essential to maintain long-term security, 

particularly in infrastructure sectors with multi-decade 

lifespans. Our protocol design anticipates this shift: the 

handshake structure allows for the sequential inclusion of 

alternative key-agreement and proof primitives, 
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facilitating smooth migration paths without disrupting 

higher-level control logic. 

From an operational standpoint, the integration of 

privacy-aware authentication into broader industrial 

cybersecurity frameworks offers avenues for enhanced 

situational awareness. Coupling authentication logs with 

anomaly-detection systems can enable real-time 

identification of compromised devices or insider threats, 

while federated learning approaches can allow multiple 

sites to collaboratively refine detection models without 

sharing raw telemetry. Standardization efforts—such as 

extensions to OPC UA and IEC 62443 profiles—will be 

vital to ensure interoperability across equipment vendors 

and legacy control networks. 

FUTURE SCOPE OF STUDY 

While our two-round ECC+ZKP protocol advances CPIS 

authentication, several avenues merit exploration: 

1. Mesh Network Scalability: 

o Extending the protocol for peer-to-peer 

authentication in ad hoc industrial mesh 

topologies (e.g., ISA100.11a, 

WirelessHART). 

o Developing group ZKPs to batch 

authenticate multiple devices in 

broadcast scenarios. 

2. Hardware-Accelerated Cryptography: 

o Integrating secure elements (e.g., TPM 

2.0, ATECC608A) to offload ECC and 

ZKP computations, further reducing 

CPU load on PLCs. 

o Benchmarking true zero-trust enclave 

implementations (ARM TrustZone) for 

isolated key storage and cryptographic 

operations. 

3. Post-Quantum Resilience: 

o Adapting to lattice-based primitives 

(e.g., CRYSTALS-Dilithium, Kyber) 

to future-proof against quantum 

adversaries. 

o Investigating hybrid 

ECC/post-quantum schemes that retain 

short handshakes. 

4. Context-Aware Anomaly Detection 

Integration: 

o Coupling authentication events with 

real-time machine-learning 

intrusion-detection systems (IDS) to 

detect compromised devices based on 

behavioral drift. 

o Leveraging federated learning across 

PLC clusters to update anomaly 

detectors while preserving local data 

privacy. 

5. Standardization and Interoperability: 

o Proposing extensions to OPC UA and 

IEC 62443 profiles to incorporate 

embedded ZKP fields. 

o Ensuring compatibility across vendors 

by adhering to common ASN.1 or 

CBOR encoding for proof transcripts. 

By pursuing these directions, future research can further 

fortify CPIS against evolving threats while 

accommodating emerging protocols and hardware 

capabilities. 
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